
Goal Group has extensive industry experience across 
applying risk and security services to the following sectors:

• Defence & Emergency Services
• Government & Public Departments
• Aviation & Transport
• Mining
• Manufacturing & Construction
• Energy & Utilities
• Healthcare & Not for Profit

Defence Industry Security Program (DISP) Services:

The DISP, managed by the Defence Industry Security Office (DISO), 
supports Australian businesses to understand and meet their security 
obligations when engaging in Defence projects, contracts and tenders.
Goal Group has membership within several security industry advisory 
groups and has helped businesses meet the expectations of Defence 
in a managed approach. 

The relevance of DISP
• Helps you to get the right security requirements when delivering

Defence contracts and tenders.
• Gives you access to Defence security advice and support

services.
• Helps you better understand and manage security risks across

your business.
• Provides confidence and assurance to Defence and other

government entities (either Australian or foreign) when
procuring goods and services from industry members.

Our Team

The Goal Group has number of skilled 
partners delivering Risk and Security 
related professional services and 
products designed to help your agency or 
private business.  Risku is one such  very 
qualified partner of the Goal Group 
leading our provision of Risk and Security 
Services.

Our Services

Goal Group provides integrated risk 
consulting, technical solutions, auditing 
and training services across:

• Risk Management
• Work Health Safety
• Business Continuity & Crisis

Management
• Quality & Business Improvement
• Environment & Sustainability
• Governance, Coaching & Leadership
• Cyber & Data Risk Management

Risk & Security Services



Risk Management

All businesses face uncertainty and risk, which can impact on their reputation, 
operational and financial performance. Our services include:

• Risk management systems ISO 31000
• Operational & project risk assessments
• Organisational standards & policy development
• Organisational risk profiling
• Threat & vulnerability assessments
• Cyber security risk management ISO 27001
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Cyber Risk Capabilities

All businesses face uncertainty and risk from cyber threats, which can 
impact on their reputation, operational and financial performance. 
Your business must be cyber resilient to work in the Defence sector.  

To help you achieve this we offer:
• Cyber governance and leadership.
• Cyber threat modelling and risk analysis.
• Business intelligence strategies
• Organisational cyber policies and procedures.
• Cyber legislation and global frameworks.
• Cyber risk culture training and development.
• Lead auditor for ISO 27001 certification.
• Cyber risk contractor management.
• Cyber risk project management.
• Data and cyber research for industry.
• Cyber threat incident and investigation.
• Cyber crisis management and response.
• Cyber strategies, KPI’s and planning.
• Intellectual cyber property.

Work Health Safety

Work Health Safety is a specific offering to 
businesses, with a focus on:

• Safety consulting and onsite support
• Safety management systems ISO 45001,

OHSAS 18001
• Safety inspections (worksites, people,

plant & systems)
• Contractor safety management
• Safety culture and leadership
• Training, safety committees, toolbox talks

and inductions
• Hazardous and dangerous goods
• Worksite risk assessments (SWMS & JSEA)
• Standard operating procedures (SOP)
• Critical incident investigations
• Workplace health & wellness
• Industrial hygiene

Business Continuity & Crisis Management

Business continuity and crisis management are never more critical and an 
expectation of those working in the Defence sector. Goal Group will provide your 
business with preparedness, response and recovering solutions including:

• Business continuity planning ISO 22301
• Emergency management
• Desk top scenarios and testing
• Evacuation systems, drills and training
• Crisis communication
• Crisis management: BS 11200
• Pandemic planning & response
• Active threat response
• Incident management




